Новая схема телефонного мошенничества: мошенничество от лица сотрудников военкомата
Мошенники под видом сотрудников военкомата убеждают граждан в срочной необходимости уточнения данных воинского учета, чтобы получить доступ к личным данным и деньгам.
Как работает схема?
Злоумышленники звонят, представляясь сотрудниками военкомата.
В последующем сообщают о необходимости уточнения данных воинского учета.
В качестве причины называют запуск Реестра электронных повесток и просят назвать код из СМС-сообщения для «подтверждения».
После чего получают доступ к личному кабинету на «Госуслугах».
Как защититься?
[bookmark: _GoBack]Не передавайте коды из СМС-сообщений и данные документов по телефону, даже если звонящий представился государственным служащим.
Всегда перезванивайте в якобы звонившее учреждение по официальному номеру.
Особенно внимательными нужно быть мужчинам призывного возраста и их родственникам. Отправьте им эту информацию.
Будьте бдительны и предупредите близких!
Информация подготовлена прокуратурой Яковлевского района.

